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2-1.  Health Information Management Working Group
2-1-1. Healthcare Kick-Off
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Introductions

Purpose of CSA working groups

Vincent Campitelli

- Objectives of Healthcare Information Management
- Current state of Healthcare in cloud

Open Discussion


http://icic.xsrv.jp/seminar/event9767/

- Addressing problem areas in healthcare
Working Group Charter
- Scope
- Goals
Next Steps
- Next meeting
- Joining the working group
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2-1.  CSA Mobile Working Group
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2-2.  CSA Mobile Application Security Testing(MAST) Working Group
Mobile Application Security Testing (MAST) Working Group Charter 5 i€ H
Co-Chairs:
Henry Hu, Board Member of Cloud Security Alliance Taiwan Chapter, and Chief
Research Officer for OWASP Taiwan Chapter
Li Yao, the head of R&D Department at CEPREI Certification Body

2-3.  CSA ToT Working Group

2-3.1.  IoT Working Group Call
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WEEL : Presentation by Adam Boulton, Chief Technology Officer at BlackBerry

Technology Solutions

Securing a software supply chain is thwart with all kinds of organizational and
technical challenges. As a result, we often see organizations relying on an honor
system due to the difficulties in gaining detailed assurance about what is being
delivered and how issues will be remediated. BlackBerry Jarvis is a Static
Application Security Testing (SAST) technology which addresses many of the
technical challenges by providing detailed examination of compiled software.
Throughout this presentation we will explore the importance of performing SAST
on compiled products, how software hardening can be assessed and the additional

visibility that it gives where source based SAST is unable to.
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